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ABSTRACT:

Under the proposed system, the user is unaware of the 
identity authenticated by a series of data stored in the 
cloud. Valid only for users of our plans feature access 
control is added to decrypt the data stored. The plan has 
been attacked and stored in the cloud, creating change, 
and information to prevent the reading support. We also 
address the cancellation to the user. In addition, unlike 
other access control schemes designed our centralized 
authentication and access control schemes for the cloud, 
decentralized and strengthened. The calculation of the 
communication, and storage costs are similar to the cen-
tralized approach.

I.INTRODUCTION:
	
Both academic and industrial research in line with the 
Cloud and a lot of attention is. And Cloud, (also known 
as clouds) Internet users under their external servers can 
be calculated and collected. Users of this site equipment 
maintenance armed conflict free. Applications for writing 
applications (eg, Google Apps, Microsoft Online), infra- 
structure (eg, Amazon EC2, Eucalypts, Nimbus) cloud 
platform and services, such as various types of investors 
(eg, help can be provided, Amazon S3, Windows Azure). 
Many data, for example, medical records stored in the 
cloud and social media are extremely sensitive. 

Security and privacy, said, cloud computing, they are very 
important. On the one hand, the user must authenticate 
himself before starting any transaction, on the other hand, 
it is not sure that the plutonium should be outsourced 
cloud data. Unknown user privacy and user identity from 
clouds or other users are required. Clouds can be held re-
sponsible for the user, and so, give details of the cloud 
service provider should be responsible for it. The data 
collected will also contribute to user testing. In addition to 
technology solutions to ensure security and privacy, law 
enforcement will need.
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Cloud data storage has led to ensure that we give support 
to establish the identity of an anonymous access control 
scheme proposed decentralized news. Under the proposed 
system, the user is unaware of the identity authenticated 
by a series of data stored in the cloud. Valid only for users 
of our plans feature access control is added to decrypt the 
data stored.

II.RELATED WORK:

Many data, for example, medical records stored in the 
cloud and social media are extremely sensitive. Security 
and privacy, said, cloud computing, they are very impor-
tant. On the one hand, the user must authenticate himself 
before starting any transaction, on the other hand, it is not 
sure that the plutonium should be outsourced cloud data. 
Unknown user privacy and user identity from clouds or 
other users are required. 

Clouds can be held responsible for the user, and so, give 
details of the cloud service provider should be responsible 
for it. The data collected will also contribute to user test-
ing. In addition to technology solutions to ensure security 
and privacy, law enforcement will need.loud ensure that 
we support anonymous authentication for secure data col-
lection plan to propose a new decentralized access con-
trol. Under the proposed system, the user is unaware of 
the identity authenticated by a series of data stored in the 
cloud.

Valid only for users of our plans feature access control 
is added to decrypt the data stored. The plan has been at-
tacked and stored in the cloud, creating change, and infor-
mation to prevent the reading support. We also address the 
cancellation to the user. In addition, unlike other access 
control schemes designed our centralized authentication 
and access control schemes for the cloud, decentralized 
and strengthened. The calculation of the communication 
and storage costs are similar to the centralized approach.
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Figure(1) : Context Diagram of  Project

III.SYSTEM PREMELERIES:
A.System Initialization:

We represent our cloud storage model assumptions anti-
paper model. User Content Administrators strange-but the 
honest, down to the cloud can be interested, but it can not 
be changed. Users either or both read and write access to 
files can be stored in the cloud. Users / All communica-
tion between the cloud is secure. Write file already exists, 
the user must send a message files created in the policy 
statement. The cloud that policy, and the user is autho-
rized, will write on the file.

B.KDC Module:

When stressed that the distribution of keys and clouds 
for users, access points should be decentralized. It is also 
very natural, with many KDCs, clouds around in different 
places. It means that the KDCs decentralized management 
architecture, can be different. TPK is the token signature 
verification certificates containing the signature algorithm 
television confirmed using γ.

C. Trustee Module:

Trustee her identity (health / social security number), 
social insurance number, etc. As one of the federal gov-
ernment’s management would like to submit, the trustee 
can give her a token. Many are KDCs, can be scattered. 
For example, the server may be different countries of the 
world. One or more KDCs encryption keys to builder / 
realm, and the signature symbols on.
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D.Signature Module:

Access policy is decided can access data stored in the 
cloud. Y rights policies and messages signaling decision, 
saying the Creator to ensure its authenticity. Replacement 
signed with the cipher text C systems, and will be sent 
to the cloud. When the reader want to read the signature 
of cloud storage by a ciphertext C, ensuring user access 
to cloud policy changes and has qualities, it can decrypt 
the original message it sends back to C .. Cloud testing 
process, it relieves personnel from test of time. The reader 
gets a KDCs using decrypt secret keys stored in the cloud 
need to read some data.

IV.CONCLUSION:

We canceled the attack back to the user and allows the 
ruling prevents the anonymous access authentication 
with decentralized technology. Cloud data storage has to 
know the identity of the user, but only user certificates are 
not sure. The main distribution is decentralized manner. 
Stored in the clouds know the policy limit access to each 
report. The future, we need to hide user characteristics 
and usage policy.
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