
ABSTRACT:
For many years, the rapid development of cloud stor-
age services in the cloud, users can exchange informa-
tion with each other yet. General cloud data users, but 
the integrity of the book in order to improve data integ-
rity and trust, and in many areas to ensure that the study 
data support and social integration of energy means, for 
example, a small communication / audit process for com-
puting focus on cost, it offers less protection and savings. 
However, client-only applications, and the way informa-
tion is shared only in the sense of the original sensitive 
data change. Recently, many users to change the cloud 
and data integrity in several attempts to start thinking in 
real situations.To / on the book in the process of secure 
communication. Want-meet.ru identity theft attacks hit, 
now considered a strategic choice for multi-user configu-
ration. Us to support effective action plans to increase the 
number of copies. the rate of data corruption is possible 
and allows the test EC2 cloud customers the realization of 
various equipment and communication cost.

INTRODUCTION:
One day, the new system now supports multi-user con-
figuration. Push to save a copy of the work. The solution, 
the authors, are supported by a lot of important data infor-
mation ensures data integrity by eliminating the need to 
expand, and remain online for reborn General Motors did 
in the past to collect their ID cards. This fee, or required 
the expansion of this type of work with a cloud storage 
platform to create such situations from recurring. We care 
accounts and a way to support the effective range as de-
signed. At the same time we are able to analyze the costs 
of all the files. So, you can easily change our tactics, there 
to support the implementation of effective security VCSs 
seal is a program. Among other things, the provision of 
services, and has presented a series of proposals. To any 
party for any verification of the integrity of data stored in 
the cloud. Strategy he / main public roads is proposed to 
us, the fact that you can use with public domain books to 
the faithful allow any cloud.
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SYSTEM PRELIMINARIES
DATA OWNER
DATA OWNER REGISTRATION:
A unit of the master file to the cloud server. He / she must 
log into the server. Later, however, he / she can do. To do 
this, you must complete the registration information. This 
information will always be informed.

OWNER LOGIN:
In this module, any person to enter the above, and given 
their e-mail ID and password should be mentioned.

USER REGISTRATION:
The unit of data stored in the cloud that the user wants to 
use, he / she will have to put your data in the first register. 
Follow this information in a database.

USER LOGIN:
If the user is an authorized user, he/she can download the 
file by using file id which has been stored by data owner 
when it was uploading.

THIRD PARTY AUDITOR
THIRDPARTYAUDITOR
REGISTRATION:
 In this module, if a third party auditor TPA (maintainer of 
clouds) wants to do some cloud offer they should register 
first. Here we are doing like, this system allows only three 
cloud serviceproviders.

THIRDPARTY AUDITOR LOGIN:
After third party auditor gets logged in, He/ She can see 
how many data owners have uploaded their files into the 
cloud. Here we are providing three tpa for maintaining 
three different clouds. 

DATA SHARING:We check the integrity of the bands 
of clouds changing situation, we want to exchange data.
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Information about the distribution of this data is a com-
mon sign of the cloud has been changed, and that before 
the first group of a group of consumers. Outsourcing Sup-
ply cloud data sources, and data exchange in front of the 
user’s most important responsibility. You can see the in-
tegrity of data in the cloud with social group and shared 
an interesting problem - to protect the confidentiality of 
information - user data transfer reduces the new team 
members.

RELATED WORK:
How many researchers devoted to the issue of outsourcing 
is to save a secure remote cloud service. Remote data vali-
dation integration many researchers have suggested the 
issue at hand. Concepts and solutions provable income 
statement (PDP) and testimonials receiver (Portugal) Ate-
niese provided Juels. Weaving strategies, calculate the 
cost of the form of communication, but also to a lack sym-
metric authentication method. In addition, the number of 
variables and data and functionality designed to improve, 
update it using the main recommendations, to maintain 
the support of the people and the People’s Democratic 
Party continues to develop strategies. Improve the work 
of Wang et al. Book with support for data integrity and a 
planned strategy adopted by retaining ring to protect the 
user’s signature. Class sizes, as well as social support and 
a set of books with mathematical ideas, there is no limit 
to the number of data. 

Want-meet.ru to promote the elimination of user support, 
and Wang is not intended to cancel the cloud-based strat-
egy, the user has the possibility of collusion between serv-
ers. In fact, the new private cloud servers and users, and 
educational institutions, and the net session reveals the 
secrets of all other users think about the integrity of the 
transaction between the pair. Recently, social, security and 
user group on a strategy to protect the public from books 
want-meet.ru yuan to cancel. Polynomial system and 
marking system, an integrated strategy for the elimina-
tion of errors in the evaluation based on social assistance 
want-meet.ru channel sound for approval will be useful 
to update the file. However, the book does not save en-
crypted text. Furthermore, an effective strategy, key data 
(redundant data with a private key) to cancel the process 
want-meet.ru want-meet.ru some user display and user 
data will be canceled as part of the cloud harm consumers 
to move, and. Enables customers to outsource the task to 
calculate the pressure, it is believed that you can check the 
official de Janeiro. 

However, given the complexity of effective practical 
application of uniform. Moreover, the same strategy of 
cigarettes attempted extortion loss of farm spending on 
server platforms based on customer-focused, you get a 
bit more information. However, the public is not allowed 
to discuss the asset verification system. Catalano inspec-
tion Fiore and practical solutions to your network (BDD) 
that must be installed to check the commitment to support 
the people.Hard-edge concepts the two projects to take 
advantage of the outsourcing business and customer re-
sources.Chaum and steal a team full signature. In particu-
lar ensures that the name is a message indicating signed 
by each member of the group want-meet.ru, and. But to 
maintain the confidentiality of the information ended up 
signing a contract. Often, a third party who uses the name, 
trapdoor is sure is signed. Something that the human neu-
tralizing Unrevoked support the elimination of the poten-
tial impact on the sign.HachamBeneh powerful symbol 
and the proposed elimination of the class. Therefore, the 
subject’s name and signature project provides impartial 
monitoring. In addition, strategies to check user meet.
ru’ll lifted only sending media can cancel an agreement. 
Liberty project was signed on the basis of the inalienable 
Publishing Group. However, the project, on the other 
hand, a group of users to the main reservoir. Usually this 
plan the private key, which Liebert to improve the shape 
of the future strategy is designed to have hatched. Heroes 
still cancel your plan members will be required to update 
their keys in the fabric.

CONCLUSION:
Information for the user a secure and efficient analysis of 
a proposed project will achieve the transition to the accu-
racy of. Project coordination agreement, a significant dif-
ference (AQA) and user groups to achieve an acceptable 
distance from a data security audit data to cancel. We plan 
to provide security analysis, and it is a secret project and 
an anti-coup server was attacked by a group of users and 
remote cloud storage committee reports that are used for 
security appears is. In addition, the analysis showed simi-
lar performance to be less than expected, they are useful 
in different stages.

REFERENCES:
[1] Amazon. (2007) Amazon simple storage service (ama-
zon s3).Amazon.[Online]. Available: 
http://aws.amazon.com/s3/

                   Volume No: 2 (2017), Issue No: 9 (February)                                                                                     February 2017
                                                                                   www. IJRACSE.com                                                                                                                      Page 11



[2] Google. (2005) Google drive. Google.[Online]. Avail-
able: http://drive.google.com/

[3] Dropbox. (2007) A file-storage and sharing service.
Dropbox.[Online]. Available: http://www.dropbox.com/
[4] Mozy. (2007) An online, data, and computer backup 
software.EMC.[Online]. Available: 
http://www.dropbox.com/

[5] Bitcasa. (2011) Infinite storage.Bitcasa.[Online]. 
Available: http://www.bitcasa.com/

[6] Memopal. (2007) Online backup. Memopal.[Online].
Available: http://www.memopal.com/

[7] M. A. et al., “Above the clouds: A berkeley view of 
cloudcomputing,” Tech. Rep. UCBEECS, vol. 28, pp. 
1–23, Feb. 2009.

[8] M. Rabin, “Efficient dispersal of information for 
security,”Journal of the ACM (JACM), vol. 36(2), pp. 
335–348, Apr. 1989.

[9] J. G. et al. (2006) The expanding digital universe: A 
forecast ofworldwide information growth through 2010. 
IDC. [Online].Available: Whitepaper

[10] G. Ateniese, R. Burns, R. Curtmola, J. Herring, L. 
Kissner,Z. Peterson, and D. Song, “Provable data posses-
sion at untrustedstores,” in Proc. of ACM CCS, Virginia, 
USA, Oct. 2007,pp. 598–609.

[11] A. Juels and B. S. Kaliski, “Pors: Proofs of retriev-
ability forlarge files,” in Proc. of ACM CCS, Virginia, 
USA, Oct. 2007,pp. 584–597.

[12] K. D. Bowers, A. Juels, and A. Oprea, “Proofs of 
retrievability: theory and implementation,” in Proc. of 
CCSW 2009, llinois,USA, Nov. 2009, pp. 43–54.

[13] Y. Dodis, S. Vadhan, and D. Wichs, “Proofs of re-
trievability via hardness amplification,” in Proc. of TCC 
2009, CA, USA,Mar. 2009, pp. 109–127.

[14] Q. Wang, C. Wang, J. Li, K. Ren, and W. Lou, 
“Proofs ofretrievability via hardness amplification,” in 
Proc. of ESORICS2009, Saint-Malo, France, Sep. 2009, 
pp. 355–370.

[15] C. Erway, A. Kupcu, C. Papamanthou, and R. 
Tamassia,“Dynamic provable data possession,” in Proc. 
of ACM CCS,Illinois, USA, Nov. 2009, pp. 213–222.

[16] C. Wang, Q. Wang, K. Ren, and W. Lou, “Privacy-
preservingpublic auditing for data storage security in 
cloud computing,”in Proc. of IEEE INFOCOM 2010, 
CA, USA, Mar. 2010, pp. 525–533.

[17] J. Yuan and S. Yu, “Proofs of retrievability with public 
verifiability and constant communication cost in cloud,” 
inProc. of International Workshop on Security in Cloud 
Computing,Hangzhou, China, May 2013, pp. 19–26.

[18] E. Shi, E. Stefanov, and C. Papamanthou, “Practical 
dynamicproofs of retrievability,” in Proc. of ACM CCS 
2013, Berlin,Germany, Nov. 2013, pp. 325–336.

[19] Cloud9. (2011) Your development environment, in 
the cloud.Cloud9. [Online]. Available: https://c9.io/

[20] Codeanywhere. (2011) Online code editor. Codeany-
where.[Online]. Available: https://codeanywhere.net/

                   Volume No: 2 (2017), Issue No: 9 (February)                                                                                     February 2017
                                                                                   www. IJRACSE.com                                                                                                                      Page 12


