
ABSTRACT:
Reliability and performance analysis - such as addresses, 
text, and images - the most common way for the current 
website of digital artifacts. Or the need for a standard dig-
ital issue, and the implementation of generally accepted 
method is stable. URI proposed a cryptographic hash val-
ue: To solve this problem, we have to. We have in renew-
able expansion. Incidentally outdoor digital art, there is a 
limit to the entire tree. The Web, and the basic principles 
of transparency and decentralized architecture and proto-
cols and is fully compatible with standard wire.

INTRODUCTION:
In many areas, especially in science, the other is very im-
portant. A counter mechanism, a large set of input data 
carefully, add some items to destroy or bad actor on the 
side. We (meaning) mesh solve this problem with the re-
newable, and the proposed approach may be permanent. In 
this process, the source identification (URI pattern s) cryp-
tographic hash value, and the web, and follow the basic 
principles of transparency and a decentralized structure. 
This article is an encryption value (sometimes encrypted), 
a briefing paper to expand and bytes (or equivalent, a bit), 
a complex of a small point, the file path is calculated as-
sumptions, valuation, digital person, Matt, command to 
be an updated version of it. Input price changes, not al-
ways lead to another a total value of at least the same as 
the input. In practice, it is possible for a fixed price any 
reorganization (the strong state of the art hash algorithm), 
the input value is a mathematical tool which is impos-
sible. If you have some input and the value of the compe-
tition, you can be sure to get the right price, that is. URI to 
pull a standard digital output: At this time, of course, but 
it is just a certain set. URI pattern nanopublicationsNano-
publications other evidence of complex networks to do 
so, could ramp. Nanopublications renewable published, 
but it is currently not implemented. The method described 
below, nanopublications RDF: a cryptographic hash val-
ues can be URIs loyal subject.

For example, you can use the value of report 2 nanopub-
lication Identity i1 nanopublication recalls. If it does not, 
then you are right nanopublication, and you (of course, 
this can be done automatically) do not need to see. All 
statements nanopublications (I 2), and all the evidence 
nanopublications: URI i1 nanopublication a verifiable 
way before you get to the next level, but do not want the 
truth. The truth of the history of the way in the back of a 
link: URI pattern “as is” built. Only in this way the vol-
ume of evidence, incidentally, is not true, but in terms of 
access to the URI in the branch again and again is in-
volved, there is. Burst is available on the website. Their 
meta-data and information sources, and only 1 nanopubli-
cations scientists claim that the most important asset of a 
sense of self. Nanopublications as: URI reference means 
self is your identity.

SYSTEM PRELIMINARIES:
DATA OWNER:
In this case, the owner of the information, the data can 
be uploaded to the web server. Data file encryption, data 
protection and benefit of the owner of the web shop. Data 
owners can handle encrypted data file. The audit data 
from the Met Office to send data to the Web master. Test 
metadata for Web database auditing and data integrity, au-
dit scope or unavailable. Allow the user and the owner of 
the data, master data (read and write) the user can set to 
be ready.

DATA AUDITING AND VERIFICATION:
The audit data owner or data integrity checks on each 
other, and can save the URL to a website that uses a digi-
tal device. Delete data securely upload data to the web 
server.

WEB SERVER:
Responsible for storing files and data from a web server 
with user authentication. File data, confidential, digital 
quality, and the owner’s name and file name of the tag.

                   Volume No: 2 (2017), Issue No: 9 (February)                                                                                     February 2017
                                                                                   www. IJRACSE.com                                                                                                                      Page 16

N.Mahesh
M.Tech Software Engineering,

Information Technology,
Christu Jyoti Institute of Technology and Science.

G.Rama Rao 
Associate Professor,

Information Technology,
Christu Jyoti Institute of Technology and Science.

Making the Test of Digital Issues Using Web



To send data files on the basis of concessions. The data 
file name, user name, proposed, and the mystery of the 
final exam will be sent to the user. All efforts will be to 
the right or to the user for an attacker. Riders Web data to 
the web server account auditing review.

DATA CONSUMER (END USER):
The file name and secret, and allowed access to the file or 
Web response is not the end of the attackers to consider, 
and if not tackled in the same web. You will prevent the 
United Nations to block Web access to the file you want 
to.

ATTACKER:
The attack on the same website, integrating the web by 
adding malicious data file. From the outside website, or 
maybe a web. Called insider attack attacker attacks from 
across the web. Web-out attack, after the attack strikes.

CONCLUSION:
direct access to the URI standard, inspection and came up 
with a proposal with a view to a permanent mesh of digi-
tal artifacts (material). Information, scientific research, or 
for example, the “Project data” as well as future breeding 
programs can be carried out today. Webb, Apache Maven 
software project into you, but will be in the form of de-
centralization and the database. [26] There are security 
issues toward began, we have to develop a decentralized 
server network nanopublicationNanopublications the 
next step ... URI to the server, the server copies of the 
reservation, including the cancellation of four different 
countries, and it is a separation of the current network as 
the server Nanopublications 5 million in addition, make 
sure that it will be hosting, we have the concept and the 
right to index-tracking nanopublicationnanopublications 
big or small the opportunity to work for themselves, and 
set the definition of faith. URI nanopublications index is 
often invited to contribute in a significant way in the fu-
ture to make this article of the current approach to web 
publishing.
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